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*** BEGIN CHANGES ***
[bookmark: _Toc4484160]6.1.1.2.2	The Binding Support Function (BSF)
The BSF has the following characteristics:
-	The BSF stores information about the user identity, the DNN, the UE (IP or Ethernet) address(es), the DN information (e.g. S-NSSAI), and the selected PCF address for a certain PDU Session, and a binding indication as defined in clause 6.3.1.0 of TS 23.501 [2]. This information is stored internally in the BSF.
-	The PCF registers, updates and removes the binding information from the BSF using the Nbsf management service operations defined in TS 23.502 [3].
-	The PCF ensures that it is updated each time an IP address is allocated or de-allocated to the PDU Session or, for Ethernet PDU Sessions supporting binding of AF request based on MAC address, each time it has been detected that a MAC address is used or no more used by the UE in the PDU Session.
-	The PCF indicate the binding indication to be stored at the BSF, which is used for the subsequent PCF discovery. 
-	For retrieval binding information, any NF, such as NEF or AF, that needs to discover the selected PCF for the tuple (UE address, DNN, S-NSSAI, SUPI, GPSI) (or for a subset of this Tuple) uses the Nbsf management service discovery service operation defined in TS 23.502 [3].
-	The NF may discover the BSF via NRF or based on local configuration. In case of via NRF the BSF registers the NF profile in NRF. The Range(s) of UE IPv4 addresses, Range(s) of UE IPv6 prefixes supported by the BSF may be provided to NRF.
-	When receiving the request to retrieve the binding information, the BSF (re-)selects the PCF as described in Table 6.3.1.0-1 of TS 23.501 [2] if the binding indication is stored. The BSF returns the selected PCF.
The BSF may be deployed standalone or may be collocated with other network functions, such as PCF, UDR, NRF, SMF.
NOTE:	Collocation allows combined implementation.
For any AF using Rx, such as P-CSCF, the BSF determines the selected PCF address according to the information carried by the incoming Rx requests. The BSF is able to proxy or redirect Rx requests targeting an IP address of a UE to the selected PCF.
*** 2nd CHANGE  ***
[bookmark: _Toc4484213]6.2.3	Application Function (AF)
The AF functional description in clause 6.2.3 of TS 23.203 [4] applies with the following clarifications:
-	the mechanism for an AF to select a PCF associated to a PDU Session is described in clause 6.1.1.2 of the present specification
-	the mechanism for RAN user plane congestion mitigation is not specified in this release and as a consequence will not trigger a re-try interval in the interaction between PCF and the AF.
-	In case of private IP address being used for the end user, the AF may send additional DN information (e.g. DNN). This information is used by the PCF for session binding, and it is also used to help selecting the correct PCF
In addition to the functionality described in clause 6.2.3 of TS 23.203 [4] the AF may contact the PCF via the NEF following the same functional description as when the AF contacts the PCRF via the SCEF described in TS 23.203 [4].
The AF may subscribe in the PCF to receive notifications when the QoS targets can no longer (or can again) be fulfilled for a particular media flow. At the time the PCF gets notified that the GFBR can no longer (or can again) be guaranteed for a PCC rule, the PCF notifies to the AF the affected media and provides the indication that the QoS targets can no longer (or can again) be fulfilled. The AF behaviour is out of the scope of this TS.
NOTE 1:	AF subscription to notifications that QoS targets can no longer (or can again) be fulfilled which results in the setting of the QoS Notification Control in the PCC rule is only applicable to applications being able to adapt to the change of QoS (e.g. rate adaptation) for GBR flows.
To support sponsored data connectivity the AF may provide the PCF with the sponsored data connectivity information, including optionally a usage threshold, as specified in clause 6.2.1.1. The AF may request the PCF to report events related to sponsored data connectivity.
NOTE 2:	Annex N in TS 23.203 [4] describes the scenario for sponsored data connectivity.
If the AF detects that the original PCF is not available, the AF may request BSF for another available PCF, and sends following request message to the new selected PCF.
· The association between AF and PCF needs to be unique per PCF Set as any PCF within the PCF set should be able to handle the request from AF.
· For AF using N5 interface, the AF providing the same App Session ID. The new PCF handle the service request based on the received App Session ID.
· For AF using Rx interface, the AF initiates a new Rx session establishment request towards the new PCF, including the old Rx session ID in the request. The new PCF can handle the new Rx session establishment request based on the old Rx session associated with the old Rx session ID.

*** END CHANGES  ***
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